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IT Specialist

Rail Cargo Carrier is an international rail freight operator within Rail Cargo Group providing international traction
services. It is present in Hungary and 10 other countries across Europe.
Innovative. Environmentally conscious. Customer oriented.

Responsibilities:

You will liaise with our staff and managers on IT and information security issues (threats, measures, residual
risks, etc.) at national and international level.

You will define IT and information security policies and objectives, as well as key performance indicators
(KPls), keeping in mind the applicability and the needs of our customers.

You will support cloud transformation in an agile environment with a focus on IT and information security.
You will plan and conduct IT and information security audits, working closely together with central audit
management.

You will ensure that others understand what is otherwise only understood by professionals. For this purpose,
you will design and implement a concept for internal security awareness measures, implement corrective
actions and control mechanisms.

You will support the CISO even beyond information security incidents.

You will work closely together with other management systems professionals (e.g., business continuity
management, risk management, process management, quality management, etc.).
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Requirements:

You have a university degree (e.g., in computer science, with a focus on IT security or information security)
and at least 5 years of relevant work experience.

You have a very good command of English.

Customer and service orientation is of paramount importance to you.

You hold IT/Information Security certifications (e.g., CISSP, CISA, CISM) and have a sound understanding of
the 1SO 27000 family of standards, as well as COBIT, ITIL, NIS, IT-Grundschutz, OWSAP; Windows,
Unix/Linux, networks, cloud technologies (Azure) and auditing.

Inattentive users who simply click on links in emails are not a problem for you, but a motivation to find
constructive solutions.

You enjoy working together with people and approach challenges constructively.

You are enthusiastic about shaping the rail and logistics sector and preferably have experience in critical
infrastructure of this sector.

Your strengths include perseverance, solution orientation and flexibility in a complex international environment,
combined with agile working methods.

You have analytical skills and can quickly grasp complex issues.

Business travel and training are not a challenge for you.

Preferred skills:

Knowledge of German and an Eastern European language
Intercultural skills and experience in international cooperation

How to apply: Please send your CV and a cover letter in English (optional in Hungarian), and indicate your salary
requirements to the following e-mail address:

andrea.hajdok@railcargo.com

Place of work: 1133 Budapest, Vaci ut 92. Application deadline: 14.05.2024.
The position can be filled: immediately Evaluation deadline: 21.05.2024.

https://www.railcargo.com/hu/ https://blog.railcargo.com/
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